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License

This product has been licensed as Freeware. You may use this product in an unrestricted fashion on any computers on any network. You must not redistribute this software. People should go directly to www.freemeg.com to collect this software. 
Description
SECMAP is a secure drive mapping utility for network admins to use in login scripts for servers that are not part of the current active directory or require a genric username and password to login with of which you do not want the end user to know the username or password.  

It works by storing the login credentials in an encrypted proprietary file format known as SEC files. 

There are two components to SECMAP. “makesecfile.exe” is the utility that will create the encrypted file and “secmap” is the utility that will actually read the SEC file and map the drive based on the credentials in the SEC file. 

Creating a sec file
Run “makesecfile.exe” the following screen is displayed:
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UNC Path – Path to the share on your server, usually in the format of \\server\share if DFS is installed in Windows 2003 Server it can also be \\server\share\path1\path2\
Drive Letter – A drive letter on the client workstation. Must be in the form of x: where is the drive letter to map. DO NOT try to map to a physical drive letter, secmap will not work. If you are planning on mapping to a drive letter that is already mapped to another network share, then you should tick Clear existing mapping, otherwise SECMAP will probably faile. 
\

Username – Can be in the form of username or domain\username or user@domain

Password – the password for the connection.

When you have entered the credentials click save config and save the file in a location that is common for all users. It is recommended to be placed in the same folder as secmap.exe

Running Secmap

Once you have created your sec files, in your login scripts or batch files simply call secmap.exe <secfilename.sec>

Eg

\\server\netlogon\secmap.exe \\server\netlogon\drivez.sec
C:\scripts\secmap.exe \\server\netlogon\staff.sec
If you need to go back and delete the mapping for a particular set of credentials you can go 

Secmap secfile.sec /delete

C:\scripts\secmap \\server\netlogon\staff.sec /delete

